
Appendix B - How to Complete the SAQ - A-EP

Part 1a. Company Name: Should be consistent with the entity of the merchant, unless
otherwise stated in Part2b.
URL: Merchant's official website or the main transaction website.

Part 1b. Company Name: If applicable, can be found here:
https://www.pcisecuritystandards.org/assessors_and_solutions/qualified_security_assessors
Note that Level 1 Merchants must use a Qualified Security Assessor.

In the above section, check what is most relevant to your business. In most cases for the
SAQ A-EP form, ‘E-Commerce’ is the most relevant checkbox.
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Part 2(b) The specific process and treatment method of the following links should be clearly
described: How to collect, transfer, store and reuse card information: If you are using
HostedPaymentPage, Drop-in and Element, it can be described as: “We do not store,
process or transmit cardholder data. The cardholder data is collected, stored,  and
processed via Airwallex hosted payment page/Airwallexdrop-in/Airwallex element.”

*If you are collecting the first six and last four memory card numbers you can mentioned this
here.

Describe in detail the payment card environment. This may include the goods and services
consumers purchase, how card payments are processed and service providers and how
they interact with the payment card environment.

Part 2(c) Relates to the facilities for your company. When completing the SAQ A-EP form it
will most often be a corporate office, data centre etc as companies filling in this form will
typically have e-commerce sales.
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If applicable, can be found here:
https://www.pcisecuritystandards.org/assessors_and_solutions/payment_applications?agree
=true
If not, check NO on the first line above.

Name of QIR Company: It can be found here:
https://www.pcisecuritystandards.org/assessors_and_solutions/qualified_integrators_and_re
sellers
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Note that you do not need to fill this part unless you collect cardholder data and share to
third-party. If you collect cardholder data from Airwallex and shares to other PSP then the
PSP should be listed in below form; If the client collects cardholder data from other acquirer
and shares to us then we need to be listed.

Check all.

For Section 2 Merchant needs to complete the questionnaire. There are 12 sections. Where
a merchant can respond to the question in the affirmative check ‘yes’.
If there are compensating controls please check ‘CCW’ and add additional information in
Appendix B.
If there is any question which is not applicable then check ‘N/A’ and provide details in
Appendix C.
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(SAQ completion date) replace this with the relevant date.
Replace (Merchant Company Name) with your Company name.

Check all boxes. In the first checkbox replace (version of SAQ) with A-EP.
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Part 3(b): Physical or digital signature is acceptable.
Part 3(b): Align with Part1b. If applicable, can be found here:
https://www.pcisecuritystandards.org/assessors_and_solutions/qualified_security_assessors
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This part if you selected 'NO' in Section 2. Please ensure that you inform AWX if you answer
no to any of the above.
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